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標題  
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マーシャル諸島籍船の船舶保安警報装置（SSAS）の警

報送付先変更について 

     
   No. TEC-1102 
   発行日 2017 年 2 月 28 日 
各位 

マーシャル諸島籍船が備える船舶保安警報装置（SSAS）の警報送付先変更等に関する Ship 
Security Advisory (No.#01-17)が添付のとおり回章されています。下記に概要を示しますので本年 4
月 1 日以降の変更点についてご留意くださいます様お願い致します。 
 
1. 本年 4 月 1 日以降、マーシャル諸島海事庁では SSAS 警報を船舶から直接受信しない。 

本船からの SSAS 警報は会社又は会社が指定する第三者機関がテストメッセージも含め受信し、

真の警報のみをマーシャル諸島海事庁に送付する。 
2. 会社は SSAS 装置の警報の伝送先を会社の指定する会社保安責任者（CSO）或いは代理会社

保安責任者（ACSO）又は会社の指定する第三者機関のみとし、主管庁のメールアドレス 
（" Y6Z…@register-iri.com "）を削除するよう再プログラムする。 

3. SSAS 装置の再プログラムは本年 4 月 1 日以前の無線業者による定期点検等都合に合わせて

実施することを推奨する。 
4. SSP の修正が必要となるが、本方針変更に関係する SSP の変更については特別の承認は必要

としない。* 
 

* 弊会では、本件に関係する SSP の修正を、承認を要さない改訂記録に残すことが望ましい 
"Minor amendment" として取り扱うことといたしますので、SSP 修正の確認のため最寄りの

弊会事務所にお申し込みいただきますようお願いいたします。 
 
 
なお、本件に関してご不明な点は、以下の部署にお問い合わせください。 
 
一般財団法人 日本海事協会 （ClassNK） 
本部 管理センター 安全管理システム部 
住所: 東京都千代田区紀尾井町 4-7（郵便番号 102-8567） 
Tel.: 03-5226-2173 
Fax: 03-5226-2174 
E-mail: smd@classnk.or.jp 

添付： 

1. Ship Security Advisory No. #01-17 



Republic of the Marshall Islands 
MARITIME ADMINISTRATOR 

11495 COMMERCE PARK DRIVE, RESTON, VIRGINIA 20191-1506 

TELEPHONE: +1-703-620-4880  FAX: +1-703-476-8522 

EMAIL: shipsecurity@register-iri.com  WEBSITE: www.register-iri.com 
 

This SSA expires one (1) year after its issuance, unless otherwise noted, extended, superseded, or revoked. 
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SHIP SECURITY ADVISORY No. #01-17 
 

To: Owners/Operators, Masters, Company Security Officers, Recognized Security 

Organizations 

 

Subject: ADVANCE NOTICE OF POLICY CHANGE - HANDLING OF SHIP 

SECURITY ALERT SYSTEM TRANSMISSIONS 
 

Date: 24 January 2017 
 

This Ship Security Advisory clarifies and supersedes SSA #11-16, which is now revoked. 
 

In accordance with International Convention for the Safety of Life at Sea (SOLAS) Regulation 

XI-2/6, activation of the Ship Security Alert System (SSAS) shall initiate and transmit a ship-to-

shore security alert to the Company-designated Competent Authority, indicating that the security 

of the ship is under threat or has been compromised. The Company-designated Competent 

Authority is also responsible for receiving SSAS test messages and investigating whether the alert 

is real1, test2, or false3. The Company-designated Competent Authority is defined as the recipient 

of the SSAS transmissions. 
 

This Advisory serves as advance notice that, effective 01 April 2017, the Republic of the Marshall 

Islands (RMI) Maritime Administrator (the “Administrator”) will no longer receive SSAS alerts 

directly from any vessel. The Administrator’s new policy will instead provide for the Company4 

or a Company-designated qualified third party, to serve as the Competent Authority to receive and 

verify SSAS transmissions. 
 

This policy change will allow the Company or the Company-designated, qualified third party to 

acknowledge and respond to all test messages directly, ensuring the proper functioning of SSAS 

equipment and verifying the accuracy of the transmitted data without the need for 

acknowledgement of receipt by the Administrator. 
 

This reserves Administrator involvement to only those SSAS transmissions that are real, which 

are to be immediately forwarded by the Company to the RMI Duty Officer. Third party Competent 

Authorities must not contact the Administrator directly.  
 

See Flowchart in Appendix I 

                                                 
1 Real Alert shall mean an unplanned alert transmitted during an actual security incident, threat, or perceived threat. 
2 Test Alert shall mean a planned alert transmitted to ensure that the SSAS equipment is functional and properly 

programmed (e.g. initial installation, International Ship and Port Facility Security (ISPS) audits, security exercises 

and drills, or prior to entering a high risk area).  
3 False Alert shall mean an unplanned alert transmitted by accident. 
4 Company shall mean the owner of the ship or any other organization or person, such as the manager, or the 

bareboat charterer, who has assumed the responsibility for operation of the ship from the owner of the ship and 

who, on assuming such responsibility, has agreed to take over all the duties and responsibilities imposed by the 

International Safety Management (ISM) Code. 

ClassNK テクニカル・インフォメーション No. TEC-1102 
添付 1.

http://www.register-iri.com/index.cfm?action=page&page=253


MSD 002 (Rev. Jul/2016) 2 of 5 SSA No. #01-17 
SSA-SS 

Republic of the Marshall Islands 

 

REQUIRED CHANGES 

 

1.0 Designation of a Competent Authority 

 

Companies will be required to designate either an internal appointee (preferably the 

Company Security Officer (CSO) or Alternate Company Security Officer (ACSO)) or an 

external, qualified third party to serve as the Competent Authority to receive all SSAS 

alerts and take appropriate action. 

 

.1 To be considered qualified, a Competent Authority must: 

 

a. Be available at all times (on a 24/7 basis) to receive and act upon SSAS alerts; 

 

b. Be able to accurately identify and react to real, false, and test alerts; 

 

c. Understand the SSAS requirements (Part A) and recommendations (Part B) of 

the ISPS Code and the Administrator’s SSAS requirements contained in RMI 

Marine Notice 2-011-18; 

 

d. Maintain a current contact list of relevant authorities (Administrator, Maritime 

Rescue Coordination Centers, Coastal State Authorities, Information Sharing 

Centers) to be used in the event of an actual alert;  

 

e. Participate in drills or exercises involving tests of the SSAS. 

 

2.0 Reprogramming of the SSAS Unit 

 

Companies must ensure that the SSAS unit is reprogrammed so that alerts are only 

transmitted to the Company-designated Competent Authority. This means that the 

Administrator’s email address (“Y6Z…@register-iri.com”) must be removed from the 

unit’s program settings and replaced with that of the Company-designated Competent 

Authority (internal appointee and/or external third party service).  

 

.1 Other than the deletion of the Administrator’s contact information from the 

programmed alert, all other information in the SSAS alert remains the same as listed 

below: 

 

a. Vessel Name; 

 

b. IMO Ship Identification Number; 

 

c. Call Sign; 

 

d. Maritime Mobile Service Identity (MMSI) Number; 

 

http://www.register-iri.com/forms/upload/MN-2-011-18.pdf
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e. Date and Time; 

 

f. Vessel Position; 

 

g. Course and speed; 

 

h. Name of CSO and 24/7 phone number; and 

 

i. Name of Alternate CSO and 24/7 phone number. 

 

It is recommended that a radio service technician is contacted so that reprogramming of 

the SSAS unit can be scheduled at a convenient time, possibly along with other routine 

service, rather than waiting until 01 April 2017, the date for this policy change. 

 

All SSAS transmissions are to be transmitted only to the CSO and the Company-designated 

Competent Authority (i.e. CSO/ACSO and qualified third party, if applicable). 

 

3.0 Revisions to the Ship Security Plan and ISPS Code Verification 

 

Companies must ensure that only real alerts are immediately forwarded to the RMI Duty 

Officer by the CSO so the Administrator may fulfill its duties required by SOLAS 

Regulation XI-2/6. 

 

Revisions to the Ship’s Security Plan (SSP) should be made as may be required. Any 

changes to the SSP resulting from this change in policy will not require special approval 

by the Recognized Security Organization (RSO). Initial testing of the new SSAS settings 

is to be conducted successfully with the Company-designated Competent Authority and 

documented for the RSO’s review during the next scheduled ISPS Code verification audit. 

 

If a vessel has completed reprogramming of the SSAS (as per §2.0) prior to 01 April 2017, 

live SSAS test alert acknowledgement by the Administrator is not required. If SSAS 

reprogramming has already taken place, only the Company-designated Competent 

Authority is required to acknowledge receipt of an SSAS test alert during an ISPS Code 

verification audit. If SSAS reprogramming has not yet been completed, the Administrator 

will continue to acknowledge receipt of test alerts only through 31 March 2017.  

 

SCHEDULE TO IMPLEMENT THIS POLICY CHANGE 

 

The Administrator is currently in the process of revising all affected RMI publications to reflect 

this policy change. Vessel operators may implement this changed procedure at any time prior 

to the official implementation date of 01 April 2017.  

 

Please direct any questions or concerns to shipsecurity@register-iri.com. 

 

  

http://www.register-iri.com/index.cfm?action=page&page=253
http://www.register-iri.com/index.cfm?action=page&page=253
mailto:shipsecurity@register-iri.com
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SSAS POLICY CHANGE FAQs 
 

1. The vessel’s annual radio survey is scheduled before 01 April 2017. Should the SSAS 

settings be reprogrammed during the survey? 
 

Yes. If the annual radio survey is already scheduled to take place prior to 01 April 2017, 

this may be a convenient opportunity to reprogram the SSAS unit by removing the 

Administrator’s email address and replacing it with the address of the Company-designated 

Competent Authority. 
 

2. The vessel’s annual radio survey is scheduled for on or after 01 April 2017. Should 

we wait until the survey to change the settings? 
 

No. The SSAS unit must be reprogrammed prior to 01 April 2017. 
 

3. What programming changes must be made to the SSAS unit? 
 

The Y6Z…@register-iri.com email address must be removed and replaced by the email 

address of a Company-designated Competent Authority (internal or qualified third party). 

The CSO must remain a recipient of all SSAS transmissions, regardless of whether he/she 

is the Company-designated Competent Authority.  
 

4. Is there a listing of Administrator-approved qualified Competent Authorities? 
 

No. There is no listing of approved third-party Competent Authorities. Companies 

(ISM/ISPS Code Operators) may choose to appoint a qualified third-party Competent 

Authority. To be considered qualified, a Competent Authority must: 
 

a. Be available at all times (on a 24/7 basis) to receive and act upon SSAS alerts; 
 

b. Be able to accurately identify and react to real, false, and test alerts; 
 

c. Understand the SSAS requirements (Part A) and recommendations (Part B) of the ISPS 

Code and the Administrator’s SSAS requirements; 
 

d. Maintain a current contact list of relevant authorities (Administrator, Maritime Rescue 

Coordination Centers, Coastal State Authorities, Information Sharing Centers) to be 

used in the event of an actual alert; and 
 

e. Participate in drills or exercises involving tests of the SSAS. 
 

5. Should a Company-designated third party Competent Authority ever contact the 

Administrator directly? 
 

No. Communication relating to a real SSAS transmission must be sent to the Administrator 

directly by the Company, preferably the CSO or ACSO. If a third party has been designated 

as Competent Authority, they must ensure that the Company is alerted. It is then the 

Company’s responsibility to immediately notify the RMI Duty Officer. 

  

http://www.register-iri.com/index.cfm?action=page&page=253
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APPENDIX I 
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