Sample of Report for Ship Security Assessment

Ship’s particular WHHDZEH

Sample of Report for Ship Security Assessment

AR LM R F DY T

Rev. I (Aug. 2003)

Ship’s name: Ship’s type:
4 - A AAOTESE -
Flag: Working language:
[ CEEE
Port of registry: Crew nationality:
FREEE T A OEFE:
Official number: Regular service area, if any:
M TE AL X (b L)
Call sign: Regular ports of call, if any:
B 55 TE I T (b L)
IMO number: Class:
IMO %75 MO ik
Gross tonnage: Class number:
V& AR 5
Date of SSA conducted: From: To: Conducted by:
AR 2 R i o ~ Fhit :
Date of On-scene security survey conducted:
. e From: To:
Bl G R 22 i A S Conducted by:
Place of On-scene security survey conducted: ES o
B R A S i T
Where the SSA has been conducted by other than the CSO,;
CSO LIShAS SSA % F2ha L7355
Name of CSO in charge:
Date of SSA reviewed and accepted by CSO: CSO D4 :
CSO 7% SSA Z 5L, &I A7z H T Signature of CSO:
CSO DE4 :
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Sample of Report for Ship Security Assessment
Rev. I (Aug. 2003)

Summary of Ship Security Assessment

MR ZFFAIT D Z

I stage(5 1 B Identification of possible threat motives and potential security risks for the ship
MANZSS L CDE I T3 A REIE DS SEIER ETEHI R IRE L DB R DS (4/8.4.3, B/8.2)

v

2" stage(55 2 BEED) Identification & evaluation of key shipboard operations that it is important to protect
Bt 532 LA B8 BB DI L7l (A/8.4.1, A/8.4.2, B/8.3, B/8.6, B/8,7, B/8.8)

v

3" stage(5 3 BB Identification of possible threat scenario to key shipboard operations and assess the likelihood of those occurrences

5" stage(55 5 B FHLMNEEEITIR DS ATEEIE DD BB D hl, & NEHEDFELZARBRDZS (A/8.4.3, B/8.9, B/8.10)
4" stage(55 4 BB On-scene Security S'urvey BB IRZIRE (A/8.4.4, B/8.5, B/8.14)

This Ship Security Assessment has been conducted based on the following elements

ZOMMAPR LRI N R SR & R RS NI b D TdH D,

Elements Scenario considered
ZF Fra VA #ER
L , Ol Passing straight [Passing channel [ Passing coastal ] Ocean going
1. N tional / . A 5 s it e P
N aarional area D nport B\ sty AL AT AR
_ ( ) ( ) ( ) | ( )
_ ClPirates affected areas C1Civil war areas [ No special remark areas
ip’ 1 WAHD LG, , i
2. Ship’s location AAHDLGHF IS eI PEEI L
3. Navigational speed UlDrifiing L] Less than 12 knots [lover 12 knots
i E st 12knot LU 1Zknot LU
4 Loy ClExplosives [ClDangerous goods ClRadio active substances | [_] No special remark cargo
tse Y JEBRY SR HEELTZ2L
CLess than 5 m 5t 10m Cover 10 m
i
5. Freeboard Hift smbl 5~10m 10mLL F
[ [ [ [ [
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Sample of Report for Ship Security Assessment
Rev. I (Aug. 2003)

Where the SSA has been conducted by the CSO, has the CSO obtained the following background information? Or where the SSA has been conducted by other than the CSO, has the person

who conducted the SSA received the following background information from the CSO?
SSA 78 CSO ([ZIW FEiS A CSO IZRDIEHEZ AF L1270 2 HLLIE SSA 75 CSO LISMT IV E S5, 2D SSA ZHE L1213, CSO O DfE AR IS 2

Yes No Background Information
[ [ 1. the general layout of the ship
ARAADO—fRL AT 7 b
2. the location of areas which should have restricted access, such as navigation bridge, machinery spaces of category A and other control stations as defined in SOLAS chapter
| [0 | I-2,etc
A, A7V —A OBRIAS—Z 112 FICHESN TODIDT M — VAT = al DT 72 A% R~ & KOk &
[ [ 3. the location and function of each actual or potential access point to the ship
AR~ D EEROS LIFHELERYR T 7 B ARA L P OFLIE LK RE
[ [ 4. changes in the tide which may have an impact on the vulnerability or security of the ship;
A OEEsED LR LIS L 5 2 5 ATREME D H O DAL
N N 5. the cargo spaces and stowage arrangements
BMAN— AL ANELE
n n 6. the locations where the ship’s stores and essential maintenance equipment is stored
A i & B SR PR STRERR D IS L T D85 BT
n n 7. the locations where unaccompanied baggage is stored
BEFRIHIENS N TOD5T
N N 8. the emergency and stand-by equipment available to maintain essential services
B AR D70 OBREIE R L AL L S M
N N 9. the number of ship’s personnel, any existing security duties and any existing training requirement practices of the Company
AR B O SHOBHEDOIRZ BT 228 Ll
N N 10. existing security and safety equipment for the protection of passengers and ship’s personnel,
RELFAE AR T 2700 BFORLZLZRER
N N 11. escape and evacuation routes and assembly stations which have to be maintained to ensure the orderly and safe emergency evacuation of the ship
AR DDEEIRE LT, £ L CR AR AT I T 270 ICHER & MR K USkEEERE I LA B P
N N 12. existing agreements with private security companies providing ship/waterside security services
AR UKL DIRE Y —E AE L Q0D T ITA R ORE S EDTIEDRK)
13. Existing security measures and procedures in effect, including inspection and, control procedures, identification systems, surveillance and monitoring equipment, personnel
O O identification documents and communication, alarms, lighting, access control and other appropriate systems.

RREEBTFIE, JOoTakBs AT L, e T =2 — A N B ORI EE L Ok, S, Y, 77 A E L OO IER S AT 2E 2 G T, BUEA THHRL
HE L TFIE
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Sample of Report for Ship Security Assessment
Rev. I (Aug. 2003)

Has the person who conducted the SSA considered the following items?
ZOMMAPRZE A 2 S L 7B 1, IRDF BT O E MR L7z 2

Item that is important to protect

Yes | Ne Pl 5P L EE
1. the ship’s personnel
U0 | waeome
N N 2. passengers, visitors, vendors, repair technicians, port facility personnel
ik E . V7TV EREE BB OEEE
N N 3. the capacity to maintain safe navigation and emergency response
LML BB IGEAERF T 2RE
N N 4. the cargo, particularly dangerous goods or hazardous substances
B4, Lo fas LISERME
5. the ship’s stores
O | U essoxrr
N N 6. the ship security communication equipment and systems, if any
bLbHIE, AR LEEEE L AT A
n n 7. the ship’s security surveillance equipment and systems, if any
HLHIUT, MAAD PR LR IEE L AT L
Yes No possible vulnerabilities
FJBEME DB S HETIHE
n n 8. conflicts between safety and security measures
LK E LR LB OHIZB T oF E
n n 9. conflicts between shipboard duties and security assignments
PPN 25\ 36\ D5 LR 25 TR SR OIS B 1 D7 J&
[ [ 10. watch-keeping duties, number of ship’s personnel, particularly with implications on crew fatigue, alertness and performance
EVDITRME DR TT | Bk~ FATIECBREL | Y EER . PN OB DO
n n 11. any identified security training deficiencies
R ST PR B oD Bl oD K i
n n 12. any security equipment and systems, including communication systems
BIEVAT LETGOIHOLPDRLIEERT AT A
Special consideration
Yes | Ne " pnE
13. particular consideration which is given to the convenience, comfort and personal privacy of the ship’s personnel and their ability to maintain their effectiveness over long
O [ | periods

OIS ORI, PRIEMEZ L T IA3 =12, LU TRBIREOOA M EHERF T DRE/IC DOV T
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Sample of Report for Ship Security Assessment

I* stage

I stage: Identification of possible threat motives and potential security risks for the ship

ARSI L TDE I B T3 FTREHED B S BHRE I ONETEH) IR & DB I DBl

Rev. I (Aug. 2003)

Likelihood FJGEME
Security risks Example Unlikely | Probable . Comment
B TR 41 »25| bEe| L A
B Lavzh»
1. Political motives BGJEHIZRE D
Does it exist political (incl. religious, ideological, ethnical,
nationalistic) motives related to your ship (flag, owner, | Cargo (e.g. weapon parts, Norwegian whale, nuclear
crew) or trade (cargo, passengers, trade area or port)? cargo) and trade area/port (Middle East, US)
L i - - T2 D) 1 U2 DR (5B | 45 (BB, /L = — el by, | O H H
7« A IS - PRV 2 O fth) I B L CBORR R BN (5% | A (R, K [E)
B AT A X — BRI BFEET) B350 ?
Does your ship trade in an area with unstable political | Countries with elections, demonstrations, civil war, riots
1.2 situation? (West Africa, Middle East) | | |
AR BUR R 2 E A A 927 2 B 7' Nk RENE (T 7U, PHRE)
13 Add other relevant questions:
) B3 MO B B35
2. Symbolic motives ZHILH D
Can your ship be used as a means to harm symbolic | Well known buildings, statues, bridges, etc. (Golden gate,
constructions on the trade? Sidney opera, etc.)
21 ORI R (5o S T B L THOT LT | BT L I8 6, 20 (B EamE, or=—| U O O
E5M 2 A RINGAE)
Does your ship visit a port where international events take gf\f;[gn;;;o P or.ts, political, - etc. (Olympic  Games,
2.2 place? - omeftmg, ‘ic') PN e e | | |
AHAMIEBRA X 3D T I ST 20 2 E‘Z&I‘h\ 7/:\7\‘?_/;/\ BB E, 2o F vy s, T
i, WTOR &%)
Can your ship be used as means to harm important | Areas for tourism, commercial exploitation of nature (fish
23 environmental (}reas? farming, beaches, coastal cities, etc.) H H H
' AT R OB D E BRI A GO 2 F B L | BlEH, pHEHIX, B RBAZS Hulsk G5 e v —F,
LI ZENTEDD ? A 55)
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Sample of Report for Ship Security Assessment

Rev. I (Aug. 2003)

1" stage
Likelihood FJREIE
Security risks Example Unlikely | Probable Likel Comment
B F RN Z BHYVES | BS0D éﬁ% A
B Lavzh»
Ship carries special cargo (e.g. weapons), support
operations (oil to war actions, equipment to industry
24 Does your ship itself represent or carry a symbolic value? | projects), represent attitudes at debate (cruise, natural O O O
‘ N AR AN TR SRe YAl resources, eic.).
Frokin 8 (AR5%) | SCRATE) (BRI, EX T 1
TR iR (2 — A RIREIRE)
R . Because of your policy (exploitation of labour, political
Does the visibility or the profile of your ship, company or ; . .
. attitudes), the operations you are involved (natural
25 brand represent a motive for unlawful acts? resources, weapons, etc.) u u u
’ i, & "FURDFER — 017 . e . N
ey 2 MORARRIET BT AT 0y — (ha s, HRIORERE ). 15 LTI
- ' B CRARETE, JL3e55)
Add other relevant questions:
20| e pmoBRE BN U U U
3. Economical damages #EFHILH D
37 Does your ship carry special cargo? Plutonium, equipment for mass destruction, etc. N N N
‘ AR D ik S o0 2 TNE=T A REMIELEE, 2o
Is it likely th'at.ter.rqr. related smuggling take place from Smuggling of people/goods fiom Afiica to Italy
32 ports your ship is visiting? (Intelligence) u u u
: N7 NHD i R = e J -
ARSI DOBHR BT ST S0 0o )7 o, A D)
D AEENEIFH 7> 2
Is it likely that your crew can take part in or embrace
33 terror related smuggling? Ethnical motives and common cause. [ [ O
' A OFAL BT @ICBE T 57 0B 9H R REME | RRAVENE & O k@R E
D& on> ?
34 Is your ship trading in an area known for piracy? See Annual Piracy Report (ICC) [ [ [
) AR L U TS LD HUIR A AT 50 2 ICCOWFRFHEZT DL
Does your ship, cargo or passengers represent risk for Zalu{zble;htp, Zargo and passengers used for threats and
35| Hiacking? FEAR. SO N 2 B O LCR) | O O O
AMBE LI, KEIA V02780502 | P (A e
Add other relevant questions:
30| BT BB EE H H H
ClassNK Page 6




Sample of Report for Ship Security Assessment

Rev. I (Aug. 2003)

1" stage
Likelihood FJREIE
Security risks Example Unlikely | Probable Likel Comment
B AT REE Z BYES | HSDB | S0 A
pr | Livzer
4. Damage to Society/Industry #1569, BEFEHIFTE
Can your ship be used to damage important nodal points | Block ports or canal, collide with bridges or offshore
4] for trade or commercial activity? installations, etc. O O O
‘ AL RS - PEE L DB OB WD LR TED | #siE UL O PASA . 1 UM A iR & DEZE, £ D
7?2 i
Critical equipment to industry projects (e.g. pipelines,
offshore installations, etc.), or for industry production
42 Is the trade your ship represents critical to society? (gold, silver silicates, etc.) O 0 0
' AFROEML B AR Lo TEETHDIN ? EHRT Tz MIEs TOEREEM (Fl: AT T1
MEHERR . 2 D) IIPEED EEAEFEY (4, 1, 2V
7 Z D)
Will an unlawful act against your ship or trade harm the | Reduced market due to reduced trust (cruise, passenger
43 state of the industry? transport, etc.) H H H
‘ AR SNTZE OEMU ST DIEEIEIFE D EE ORI E | [FRAMEOIE FICEL OB (v —X | Rk,
EFHILLRD)? Z D)
Add other relevant questions:
| o ER BN O O O
5. Fear & others BHEEDM
Explosion,  collision  with  construction, —ammonia
C hin b J p discharge, etc. Because of the consequences that result
dan your stp be usea ds a means fo escalate consequences (numerous fatalities of passengers, discharge of radio
57 and thusE c;ﬂeﬂate fear in the igcze%7 actives, etc,) u u u
4 \) B - 2 (g HL ol e pon 4
RIS RRNBIERRSDZE | e e osik, 7 w=T DR, Zof, i
= ’ RELTORE (ZEOREDILT, B EDE DK
i, Zoofh)
Add other relevant questions:
2| B s o R EN S H H H
ClassNK Page 7




Sample of Report for Ship Security Assessment
Rev. I (Aug. 2003)

2" stage
2" stage: Identification & evaluation of key shipboard operations that it is important to protect
B8 = L E BB B M I FEBE D H L
Are security
Criticality measures in
Operations with related systems, areas and personnel HEM place? Existing measures, procedures, operations, weakness, limitations
SRTA, KB, NBRIZHE T SEE REHE I LB BHEDHHE, FIE. FE. Fm. #IR
Low High Yes No
& id e | vz
1. ACCESS CONTROL — Personnel, passengers, visitors, etc. 72 EXBE—FEHEL, FE. &0
Iy, Access ladders
| ToexTs— O O O [
Access gangways
1.2 | s ] ] ] Ol
13 Access ramps
S rrerie T O O O O
14 Access doors, side scuttles, windows and ports
P T BR O O O O O
Mooring ropes and anchor chains
12| i b O o | ojp o] d
Cranes and hosting gear
L6 | yo— mussaz ey O O O [
Access by ships side (freeboard)
L7 | i 5007 24 A(R) o o oo
Equipment and baggage brought onboard
L8| o En sk B OF O | oo 0
Unaccompanied baggage found onboard
L9 | g bicp T O |00 ] d
Add issues you find relevant:
BB A 0T F 225 [ [ [ [
2. RESTRICTED AREAS ON THE SHIP #\PIDHIRX 5
by Navigation bridge
| S o | oj oo
25 Navigational means (radio, radar, GPS, etc.)
2| WATHERS (R, L —5'— GPS 72¥) oo j o] d
23 Machinery spaces, power supplies, steering rooms
O | BRI IR, B [ [

O | O
ClassNK Page 8




2" stage

Sample of Report for Ship Security Assessment

Rev. I (Aug. 2003)

Operations with related systems, areas and personnel

SRATA, K, NBICHETS5EE

Criticality
BEEE

Are security
measures in
place?

RETEE (LB

~
S
=

High Yes
B Z1A

kd

No
iz

Existing measures, procedures, operations, weakness, limitations

BIHEDWE, FIF ZE. 55, #IR

24

Control rooms
b= N N By R N

O

O

2.5

Galley/pantry
Frl— NUN—

2.6

Ventilation and air conditioning system
PR DVEERIS AT A

2.7

Spaces with access to potable water tanks, pumps or manifold

A Z L7 RS v =AR— VR AT I BRATHAAN— R

2.8

Hull, ballast tanks
WK, NTARNE LY

29

Rudder and propeller
fie S OMHEE R

Add issues you find relevant:

B Dt B AN D

N I I O R Y A~

O|oo|joo|og
O |oo|o|o|d

oo o|o|o|o

3. CARGO HANDLING E#DEIET>

3.1

Cargo access points (hatches, ports, piping)
EBYOT I EARAL NNy T F—h, BE)

3.2

Cargo storage spaces (incl. access points)
EPAR—R(T 7B ARA N Te)

3.3

Spaces containing dangerous goods or hazardous substances

fEbRY A EWERNAN—A

3.4

Cargo handling equipment
B B i A

Add issues you find relevant:
Bl 2 A &M 5

oo ojog

oo ojog
oo ojog

O 0| 0|0 |d

4. SHIP STORES HANDLING #4553 BD#%0 >

4.1

Access points for delivery to ship
PADT I EARA L

O

O

4.2

Storage spaces

AT
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2" stage

Sample of Report for Ship Security Assessment

Rev. I (Aug. 2003)

Are security

Criticality measures in
Operations with related systems, areas and personnel BEM place? Existing measures, procedures, operations, weakness, limitations
SRTA, Kl NBIZHE T 5EE REHE I LB BHEDHHE, FIE. FE. Fm. #IR
Low High Yes No
& i3 | iz

Access points to storage spaces

13| AT~ T s AFA L O O O O

Add issues you find relevant:
BB A 0T F 225 [ [ [ [

5. SECURITY MONITORING {(RZE#H

R B QAR E AN — 2R

5.1 %%gﬁng O O O O
2 | i (e o |o|o|o
54 /éug]g;z&g%g% detection device O O O O
55 ;-Z%el%llin;e_ monitoring O O O O
56 Security and surveillance equipment spaces O O O O

0 0 0 0

Add issues you find relevant:
B9~ A H B 21 %%

6. SAFETY OPERATIONS t&—7 73 ~NL —2'52

Life boats and life belts

1 | BemBER O ~Lt o|ojoj]o
6.2 Alarms, signals and marking
L ey 1 o O O O O
6.3 Evacuation routes
0| R O g oo
Fire fighting system
604 | ks AT O 0 O O
Add issues you find relevant:
L] L] L] l

BE 2t B A2 M2 D

ClassNK
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Sample of Report for Ship Security Assessment
Rev. I (Aug. 2003)
3 stage and 5" stage

3" stage & 5" stage: Identification of possible threat scenario to key shipboard operations and assess the likelihood of those occurrences

FBLMAFEBN AR DS FTREIE DD S B D), & NENEDFEESLIAZ D

Relevant Possible Consequences Likelihood 3" stage 5™ stage
. . B BZVIFSRR HEEE #3 8K Z5 BE
P ofSlble threat scenarios Moderate High | Extreme Unlikely Likely . Measures for .
%z 255 g ﬂ@ >F U . . ] 2 3 7 5 Vulnerabltltty Mitigation® New vulnei;abtltty
es 0 5 5 score , score
%4 *x Ei'( éi@%ﬁé HYV55 e gﬁg;&é@ HES T
1. Damage to, or destruction of, the ship (Bombing, arson, sabotage, vandalism) #HIIZH] T 3HEED LITHETT
Con.ceal explosives omnboard, initiate with timer or remote 34 ] 3 [] 1% 2% 3%
1.1 | device ] 3 O | O O O O w0 | s [0 4% /5% /6%
it LR FE A RR L Ry R A 70130 PR B E IS K B)
12 Bring explosives onboard, suicidal/high risk action 34 ] 34 [ 1% /2% 3%
' B EIMfaRaRE TREDEM LR Al s 0 | s 4 4% /5% /6%
13 Place explosives in cargo, initiate with timer or remote device 0Ol o [ [ [ 37 [ 37 [ 1% /2% 3%
' T FE W 2 A WAL A A TR IR [ 7 130 PR 1R (R IS KV RS ) s« 0 | =[O 4% /5% /6%
14 Attach explosives to hull, initiate with timer or remote device 0Ol o [ [ [ 34 ] 34 [] 1% /2% 3%
' TR W Al (RIS L0 DT IR RAS 1 70130 R #R 1 LIS KD iR B s | =[O 4% /5% /6%
{mn b?v‘?;ldé or stern pj)rtAv, c\z;tgo zkztch to\sznk or capsie 3 [ 3 [ 1% 2%/ 3
1.5 MAn AR - EBESEAO  hE . RB R EOR O &Y | OO | O O O O
s [] s [] 4* /5% /6*
Ny T % B
2. Tampering with cargo, essential ship equipment or systems or ship's store =¥, BELMREE > X 7A, /0 ICFENZ B2 E (R IEFIHT)
5 Contaminate drinking water, food or air-conditioning 0Ol o [ [ [ 34 ] 34 [ 1%/2%/ 3%
L O R B U2 BRI I R R IR A #»0 | » 0O 4%/5% /6%

!Note: Possible consequences x Likelihood = Vulnerability Score
(B ZDFF27E A X AT e = Hass L)

SNote: After verifying the effectiveness of the measures for mitigation at the On-scene 1: Access Control

3:Cargo Handling

“Note: A measure must be established for the cases where vulnerability score is 4 and above (*: to be deleted as appropriate)
(: MEgg BE AL L7 TEH 2 R E 9028, Tl EHIER)
2: Restricted Area

security survey, new vulnerability score is to be re-evaluated as 5" stage TIEAE B IR X 3 EH OB
(1 BRGRZR AW TERIRO T2 ORI EZ ML L2, &6 S I E &L T 4:Ship’s Store Delivery 5: Unaccompanied Baggage Handling 6: Security Monitoring
BATMRO BeES 53 B A 952 L) ARARR S O FEAIA Z2 BEFRHAD O EOH =S

ClassNK
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Sample of Report for Ship Security Assessment

3 stage and 5" stage

Rev. I (Aug. 2003)

Relevant Possible Consequences Likelihood 3" stage 5™ stage
B ) FIEEME #3 8K Z5 BE
P ofSlble threat scenarios Moderate High | Extreme Unlikely Likely Val bili Measures for N . bili
ZRONSEB D> TVT s | no 1 2 3 1 2 B v Mitigation® e w
h *x &if éi@%ﬁé HYV535 T Eﬁgg&é@ HES T
Contaminate cargo 37 [ 37 [ 1% /2% 3%
22| g~ DR ORA i e e = R 4 /54 /6%
3. Unauthorized access or use including presence of stowaways WL E 250, FIERAD LI IEREH
Stowaways sneaking onboard, concealment in cargo/service or
31 storage spaces (including containers) 0Ol 0O H H H 34 ] 34 [] 1% /2%/ 3%
' it LTI T 2EME . EW/EF KDV ITANT TOHE s O | O 4* /5% /6%
RETFHEED)
1‘9‘0ardi’f1g ship at port or during voyage as “passenger”’ or 34 [] 3 [] 1% 2% 3%
3.2 crew ) O] O [ [ [ 5% ] 5% ] 4% /5% /6%
REXITRAME LU TE THDWIIHUE ISR AR
Boarding ship at port or during voyage as “pilot”, “supplier”, . .
3.3 “surveyor”, fake castaway O g | | | “;: E “;: E i:ﬁ_://;:
NAay b WA BRAEB LU THN TIUIMIM P ISR
4. Smuggling weapon or equipment, including weapons of mass destruction KX BERBGD=D DEEEE 50, F A CLEE DEH
Conceal weapons/equipment in cargo/service or storage § §
4.1 spaces (including containers) O g | | | ';,: E ;,: E i:g://zi
K/ E LB XK B X HLWVIFANT IR T
Conceal weapon/equipment in crews' luggage 37 [ 3 ] 1% /2% 3%
P2 R B A R AE ORI T el e B B 2 s 4% /5% /6*
Conceal weapons/equipment in passengers' luggage 37 [ 3 ] 1% /2% 3%
Y| R R R ORI el e B N e 2 s B R 4% /5% /6%
Conceal weapons/equipment in ship supplies 37 [ 3 ] 1% /2% 3%
P RB A AR IR g o gl dilsg|s»o 44 /5% /6*

!Note: Possible consequences x Likelihood = Vulnerability Score
(B ZDFF27E A X AT e = Hass L)

SNote: After verifying the effectiveness of the measures for mitigation at the On-scene 1: Access Control

security survey, new vulnerability score is to be re-evaluated as 5" stage T RAEH
(: BIGR ERAEICB W TRIS O 7D ORHGHE E AL LT, 55 S BefE R &L T 4:Ship’s Store Delivery
AT BB S I NETS B & a5 2.&8) AR S DOFE S 3A T2

ClassNK

3:Cargo Handling

EY OB

5: Unaccompanied Baggage Handling 6: Security Monitoring
BEFRHAD O EOH

T —

“Note: A measure must be established for the cases where vulnerability score is 4 and above (*: to be deleted as appropriate)
(: MEgg BE AL L7 TEH 2 R E 9028, Tl EHIER)
2: Restricted Area
il R X 3
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Sample of Report for Ship Security Assessment

3 stage and 5" stage

Rev. I (Aug. 2003)

Relevant Possible Consequences Likelihood 3" stage 5™ stage
. . B B V1EEHR HEEE #3 8K E5 BRE
P ofSlble threat scenarios Moderate High | Extreme Unlikely Likely Val bili Measures for N i bili
E2 o SBBDTUT . N 7 5 3 P 5 ulnera lt ity Mitigation” ew vu ner3a ility
N e b K | BT | BvE5% | B3 il BEMODD seore
=2
s Zou P e HEIQWETE
5. Use of the ship itself as a weapon or as a means to cause damage or destruction — EFFEL T, BBV IFEEOMEEE 7| = T FBEL TR KZE/H T35
Crew take control over ship 34 ] 34 [ 1% /2% 3*
S| e B s 0 4 Do o gl dilsg|s»o 4 /5% /6
Passengers take control 34 ] 34 [ 1%/2%/ 3%
2| e i iR Dol o 1o dlwg|»0O 44154 /6
Stowaways/boarded person take control 37 [] 3 [ 1% /2% 3%
M3 | A A R Do o d)dilwg|»0 4+ /5% /6*
Damage or immobilize critical systems like propulsion,
54 steering etc in a critical position (near terminal etc) 0Ol O O O O 31 ] 34 [] 1% /2%/ 3%
' HEEAEE | Bt S B EERE MRV AT LR B MBI s 1 | s [~ 4% /5% /6%
AT (¥ —F 2 0fh) [28\ W CHEAE T8 ) b
Take control over ship and hit another ship 34 [] 34 [] 1% /2% 3%
9| g T o IR0 D A~ 72 X ol b o Ul wg|»0O 4%/5% 6+
Take control over ship and hit a land based construction /
56 terminal / chemical plant or similar 0Ol O O O O 37 [] 37 [] % /2%/ 3%
' M A S B B EAREW 12— T NHLF T T NE A~ fE RS s« O | s+ O 4% /5% /6%
5
57 Take control over ship and hit an offshore installation 0Ol O n n n 3 [] 34 [] 1%/2%/ 3%
' fitfinz Do LY A VORI ~E RS ED s« | =[O 4% /5% /6%
58 Take control over ship and hit a rock / provoke grounding Ol o N [ [ 37 [ 37 [ 1% /2% 3*
' AR 2 3 o B S RISl 22, JEIES D s | s [J 4% /5% /6%

6. Attacks from seaward 726D EE

!Note: Possible consequences x Likelihood = Vulnerability Score
(B ZDFF27E A X AT e = Hass L)
SNote: After verifying the effectiveness of the measures for mitigation at the On-scene
security survey, new vulnerability score is to be re-evaluated as 5" stage
(H: BUG R RN B W TR OD 72D OIS E A L LTtk 8 S B A &L C
AT BB S I NETS B & a5 2.&8)

“Note: A measure must be established for the cases where vulnerability score is 4 and above (*: to be deleted as appropriate)
(: MEgg BE AL L7 TEH 2 R E 9028, Tl EHIER)

1: Access Control 2: Restricted Area 3:Cargo Handling

TR AE R il R X 3 IS/ TUE
4:Ship’s Store Delivery 5: Unaccompanied Baggage Handling 6: Security Monitoring
P fHE R it DT A A T BEFRHAD O EOH EoH—
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Sample of Report for Ship Security Assessment
Rev. I (Aug. 2003)

3 stage and 5" stage
Relevant Possible Consequences Likelihood 3" stage 5™ stage
. . B BZVIFSRR HEEE 53 Bk Z5 BE
P O.S;Slble threat scenarios Moderate High | Extreme Unlikely Likely . Measures for .
%(z 2 545 g ﬂ@ F YT . N ] 2 3 7 5 Vulnerabltltty Mitigation® New vulner;abtltty
es 0 - - score score
o %x DT | BYVE HV5S DIEDD
’ o | P | B T e BB
Pirates/Terrorists take control over ship OO [] [] [] 34 ] 34 [] 1% /2% 3%
WK - 7 2 AN KD M0 i 0 3 > BLY s« OO | s [0 4% /5% /6%

!Note: Possible consequences x Likelihood = Vulnerability Score “Note: A measure must be established for the cases where vulnerability score is 4 and above (*: to be deleted as appropriate)

(B Z0IFDHE R X lRe itk =g ) (W33 FEALL L7 DI TR B2 R E 3028, k(i mHIER)
SNote: After verifying the effectiveness of the measures for mitigation at the On-scene 1: Access Control 2: Restricted Area 3:Cargo Handling
security survey, new vulnerability score is to be re-evaluated as 5" stage T RAEH FHIBR X5k EWDOEOAFN
(1 BRGRZR AW TERIRO T2 ORI EZ ML L2, &6 S I E &L T 4:Ship’s Store Delivery 5: Unaccompanied Baggage Handling 6: Security Monitoring
BATMRO BeES 53 B A 952 L) AT i O FE T 3A T BIREFRFH OB EoH—
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Sample of Report for Ship Security Assessment

4" stage

4" stage: On-scene Security Survey

BIGIRLIRE

Rev. I (Aug. 2003)

Checklist for Initial On-scene Security Survey

Observation (including possible

Countermeasures to be taken

) ol YES NO vulnerabilities) 25
PIEIB R LB DB DT 7 YR BT (53 B ST RS BRENEH IS
1. ACCESS TO THE SHIP #fi~D72 &%
Iy, Does the SSP contain security measures covering the access to the ship? n n
' SSPIZHRAA~DT 7 B AT B4 HIRLHR E AN E FAL TV D> 2
12 Are access ladders identified and monitored? N 0
' TIRAZY —d@Eh, BERESh T0 50N
13 Are access gangways identified and monitored? n n
) T I EAX v U A1 BIS ., BRI TV0 DN
14 Are access ramps identified and monitored? N n
‘ TIRATTITERIS R, RS TS0
s zﬁ’e access doors, side scuttles, windows, hatches and ports identified and monitored? N N
‘ B R B T BRI IS T 7 B REESIS R, BRESh Q0gh
16 Are mooring ropes and anchor chains identified and monitored? N n
) PR K OIS, BEHSN T0DA?
17 Are cranes and hoisting gear identified and monitored? [ n
) I — RO EIUEEE RS L, ST 503
I8 Are other access points identified in the SSP? N n
' ZOMDT 7 EARA L MESSPICI W TSI S T D72
19 Are identity documents of all persons seeking to board the ship checked? [ n
' FMLIHET DR TOHEDOL IR ERTTF =y 7SN TVD0?
110 Are there proAcedures and records available jior how to check this? n n
' EDIDNTHTFEAT = 7450, FIAK OFEERDHH)?
Are the reasons for the people boarding the ship confirmed by checking joining
instructions, passenger tickets, boarding passes, work orders etc?
LI Sefprttiorts, 57655, iARFFATAE, (E3H T AR ko Ol pmm mezesnc | O | D
WDH7DN?
112 Are the personal effects of passengers controlled? n n
) KRB DBENFTEDITERSIL QNN
113 Is the embarkation of crew controlled? n n

AL DOFAMITE SN TODD?
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Sample of Report for Ship Security Assessment

4" stage

Rev. I (Aug. 2003)

Checklist for Initial On-scene Security Survey
PIEIBIBHR R B DB DT = YR

YES

NO

Observation (including possible

vulnerabilities)

BIEFEH (TN SHEH1EEE L)

Countermeasures to be taken

BRENEXIEF

1.14

Are the personal effects of crew controlled?

FHEOMAFTTAMITEEINTNDN?

1.15

Are there procedures on how to check any other people accessing the ship (e.g.
visitors, vendors, repair technicians, port facility personnel etc.)

IEET =7 HFNAD DD Fhiflhd MAEHR | BT | B RERE)

1.16

Are designated secure areas established (in coordination with the port facility) where
inspections and searching of people, baggage (including carry on items), personal
effects, vehicles and their contents can take place?

A i (FAitzate) EAFTA Y. BEIH, BB EORHEM IOV TRA KX
O —F TE2 5T (s 8L ) 236527022

1.17

Are vehicles destined to be loaded on board car carriers, ro-ro and other passenger
ships searched prior to loading in accordance with the frequency required in the SSP?
H B S0E i . ROROSR K O DO FREAITAE RS D HL I, SSPICHLESTL
TBEEAE S T B RIS Y —F S50

1.18

Are checked persons and their personal effects segregated from unchecked persons and
their personal effects?

BRAEZ KT R OFHRPIFIRAROL DO LTS TN %702

1.19

Is the embarking segregated from the disembarking passengers?

AT DRRE LR T DRI D HES T2

1.20

Are unattended spaces adjoining areas to which passengers and visitors have access
secured, by locking or other means?

k% B O 335 A DS T B2 5 X C A DS ORI, R 3%
DD TFBE TIREZ DR ST TODH?

1.21

Are security briefings provided to all ship personnel on possible threats, the
procedures for reporting suspicious persons, objects or activities and the need for
vigilance?

BB O FTRENE BELW AW ) K O TEN 9Dl oy i3 QNS ek D b BEPE IS
SOV, BTORMAICT V=TT 54T TND0N?

1.22

Are there procedures for how to raise alarm and to react if unauthorized boarding is
detected?

BHAEL DIIITHT D0 RIERIE L OTTHEORIGIZ OV TEIAITHD)>?

1.23

Are there procedures for checking with PFSO if identity and purpose checks of people
have been performed prior to entering the ship/port interface?

WBLDA LS =T A APFEAET DRI NDO G TR L O H HIZPFSO
ENILTTF =735 FIITH 502
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Sample of Report for Ship Security Assessment

4" stage

Rev. I (Aug. 2003)

Checklist for Initial On-scene Security Survey
PIEIBIBHR R B DB DT = YR

YES

NO

Observation (including possible

vulnerabilities)

BIEFEH (TN SHEH1EEE L)

Countermeasures to be taken

BRENEXIEF

1.24

Are there procedures for additional measures to take while in port (of another
Contracting Government)?

(L DHEHIE D) NI B W TRDIBIE EIC T2 F I H 2702

1.25

Is the ship embarking persons or loading stores or cargo at a port of from another ship
where either the port facility of the other ship is in violation with or is not required to
comply with chapter XI-2 or Part A.

AT HL TODEEIE IR A3, SOLAS Reg XI-2 X (T2 —RAMIERK L TWAH
B FERENSL~DEAEFERSN TORWEA . BRICB WL TY NS A0
Fefih LA 0 & O DT e AL AT > T D702

1.26

Will the ship receive people, stores or cargo unloaded from an aircraft of unknown
security status?

AMNT PRZEAR DDA B OMLZERE DD % 2 T ELD bLIZ AR T DL
AR oYAY RN

1.27

Are locations and functions of each actual or potential access point to the ship
identified?
HEARD FZER I L ONBTERY R T 7 B ARA U DG T &2 OB RRILRBIS LT 202

O

O

1.28

Are evacuation routes and assembly stations defined and maintained?

iR R DR B AT ED L, MRS TOD70?

O

O

1-2.ACCESS TO THE SHIP — RECOMMENDED ADDITIONAL MEASURES FOR SECURITY LEVEL 2
MDA ARZEL-~IL 2 (ZF51T BHELE T BB D5

1.2.1

Are additional personnel assigned to patrol deck areas during silent hours to deter
unauthorized access?

RERAZEL T D72 DI BRI AR B2 &3 08 Mo N B4 3T
UNDD)A?

O

O

1.2.2

Is the number of access points to the ship limited, identifying those to be closed and the
means of adequately securing them?

WSOPDOIAANDT 7B ARAL ML, AT DL LI R EZHERDTZDO D
THEPRESIL, FIlIRSILTO20?

1.2.3

Is the access to the ship deterred, including the provision of boat patrols on the
waterside of the ship?

AR D JELA KA AR — T RIS L& GO | I~ OB IS T D)2

1.2.4

Is the shore-side of the ship established as a restricted area, in close co-operation with
the port facility?
WIS TR LD Db L ADEEZ LAV IR IR E L TRESH TD)?
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Sample of Report for Ship Security Assessment

4" stage

Rev. I (Aug. 2003)

Checklist for Initial On-scene Security Survey

Observation (including possible

Countermeasures to be taken

, e YES NO vulnerabilities) STV
PIEIB R LR B DB DT YR BT (53 B ST RS BRE~NEXIH
Are the frequency and detail of searches of people, personal effects, and vehicles
1.2.5 | increased? O |
A BRSOV H BV OV —F OBED B, GRS —TF Sh o0
126 Are visitors to the ship being escorted? n
RN 1 S M= YA
Are additional specific security briefings provided to all ship personnel on any
identified threats, in order to re-emphasize the procedures for reporting suspicious
1.2.7 | persons, objects, or activities and stressing the need for increased vigilance? | O

RSN BBLW A, W O TENC 38 85 153 ONZ 8 o B
IR T A DI A TOFMEBIBIMNDO TV —T 4 T H4THZE LIRS TNDDN?

1-3.ACCESS TO THE SHIP - RECOMMENDED ADDITIONAL MEASURES FOR SECURITY LEVEL 3
I~ DIIAY  (RZEL~IL 3 1ZF50) SHELE T SEMDKF

At security level 3, is the ship prepared to respond to and implement any security
instructions issued by the Contracting Government that has set the security level 3?

D30 RSB TH, L~ 3R R E LI E ot i o | O | D
TS TNDN?
132 Is the access to the ship limited to a single, controlled, access point? n n
o A ~DT 7 AT —DIZRES L, FHSHTODM?
133 Are only those responding to the security incident or threat thereof granted access? n n
T | REER R OB BIIRIS T DI DI DT 7 E AR RIS TS0
- —
134 Haf persons \‘0}; lioari recelvedvdlrectlons. n n
AMOE B PR E T B oTeh?
135 Is embarkation or disembarkation suspended? N n
- FeM L O TRIET SN TODDN?
136 Are cargo handling operations, deliveries etc. suspended? N n
- BRI K O 0 5 DR AR A A E P IE ST T2
Is evacuation of the ship planned for?
L37 1 ipic > RS TO B O O
138 Is the movement of the ship reconsidered or terminated? [ n
" AAROBEIT, FFEDLITHIESEHITNS?
2. RESTRICTED AREAS #RX1%
; ?
27 Are restricted areas defined, and, where relevant, clearly marked: N 0

il BR P23 E O B, IR RS T %70
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Sample of Report for Ship Security Assessment

4" stage

Rev. I (Aug. 2003)

Checklist for Initial On-scene Security Survey
PIEIBIBHR R B DB DT = YR

YES

NO

Observation (including possible

vulnerabilities)

BIEFEH (TN SHEH1EEE L)

Countermeasures to be taken

BRENEXIEF

Is the ship’s personnel (Master, SSO, crew) able to identify the restricted areas

2.2 onboard? O |
Fffl B (i, SSO. A B) 1FAMR O il BR Pz 0 > T 5722
23 Is surveillance equipment, eg, security alarms, used to monitor the restricted areas?
) B A (5120 PR A3 BR IX & B 3 2 7 0 IR S T2
24 Are guards or patrols used to monitor the restricted areas?
' IR XA AR 9 272018 i Bb L3 he— /W ST 0032
Are automatic intrusion detection devices used to alert the ship’s personnel of
unauthorized access?
25| REAT 7 A ENOB RIS B, BBRAE R msncs | O | B
50?7
26 {lre there measures to prevent unauthorized persons to access the navigational bridge? n
' FFAIAAS CQUORWEBIEIC, 77 BT D LA HIE D H D0
Are there measures onboard to prevent unauthorized persons to access the machinery
2.7 spaces (Category A)? | O
FF A A TORWE DS BB Dk (AR 12T 7 B X T B2 L& B SCH B D 9570 ?
Are there measures onboard to prevent unauthorized persons to access the control
stations (defined in ISPS Code, SOLAS Chapter 11-2)?
28 SRR R S, BT (SPSa— R (N128) 27 s g sz | O | D
FE A D D77
Are there measures onboard to prevent unauthorized persoms to access spaces
containing security and surveillance equipment and systems and their controls and
2.9 lighting system controls? | O
TR OBEAR D T2 3D DAL E Fe O O fIAEINE O R BARR A O il 1 B 972 X2
PR DR AP DT La P HE D D 5D
Are there measures onboard to prevent unauthorized persons to access ventilation and
air-conditioning systems and other similar spaces?
2001 mmE, ZeAmE R ORI, o o s sz acm | O | U
MBI
Are there measures onboard to prevent unauthorized persons to access spaces with
211 access to potable water tanks, pumps, or manifolds? O |

BB Z 7 K7 RO =R — W RIZ, BRI D7 W AR BEE T 52 8 2B HE
ENHDHDN?
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Sample of Report for Ship Security Assessment

4" stage

Rev. I (Aug. 2003)

Checklist for Initial On-scene Security Survey
PIEIBIBHR R B DB DT = YR

YES

NO

Observation (including possible

vulnerabilities)

BIEFEH (TN SHEH1EEE L)

Countermeasures to be taken

BRENEXIEF

2.12

Are there measures onboard to prevent unauthorized persoms to access spaces
containing dangerous goods or hazardous substances?

FEBRY) e O ERZREN T DI TP ORWER AT 5Lz fi<HIED
H5H0?

2.13

Are there measures onboard to prevent unauthorized persons to access spaces
containing cargo pumps and their controls?

B 7" R OZ ORI E 2 25 KR, FFrORWERH AN T2 L2pi<
REDHLHD?

2.14

Are there measures onboard to prevent unauthorized persons to access cargo spaces
and spaces containing ship’s stores?

B K ORR 2R D KIS BF AT D WE DRI AD 52 L2 <
Do DHNN?

2.15

Are there measures onboard to prevent unauthorized persons to access crew
accommodation?

i BUEE XIS FF AT DRV E DA DI L2 SHE D D 5732

2.16

Are there measures onboard to prevent unauthorized persons to access any other areas
as determined by the CSO, through the SSA to which access must be restricted to
maintain the security of the ship?

SSADFERIZEY | MDD IR Z ZAERF T 27201306 AV DBIHIRENZ2T L7857
WELTCSOMIRELIZMDIBITIZ, FF Al D72 WNEBHADTHZLE B RIE R &
DN

O

O

2-2.RESTRICTED AREAS - RECOMMENDED ADDITIONAL MEASURES FOR
IR — (R~ 2 IZ81 SHERE T BB IDH R

SECURITY LEVEL 2

2.2.1

Are additional restricted arveas particularly adjacent to access points identified and
monitored?

TR ARA L M B LB N il BR DX e 7B SHUEE ST %7002

O

O

222

Are surveillance equipment continuously monitored?

AR DA A ICRE L T 202

O

O

2.2.3

Are additional personnel dedicated to guard and patrol restricted areas?

SEH AD IR IO IRV B O8I D72 D I BN D HELETL B 3 577

O

O

2-3.RESTRICTED AREAS - RECOMMENDED ADDITIONAL MEASURES FOR SECURITY LEVEL 3
YR — (RETL /L 3 125517 SHERT SEMDIF
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Sample of Report for Ship Security Assessment

4" stage

Rev. I (Aug. 2003)

Checklist for Initial On-scene Security Survey
PIEIBIBHR R B DB DT = YR

YES

NO

Observation (including possible

vulnerabilities)

BIEFEH (TN SHEH1EEE L)

Countermeasures to be taken

BRENEXIEF

2.3.1

At security level 3, is the ship prepared to respond to and implement any security
instructions issued by the Contracting Government that has set the security level 3?

PRZZL L3I W TE, ZNEFRELTRRIE A3 T 25 RISk i 5 Yl 334
STUWNDDN?

2.3.2

Are additional restricted areas on the ship set up in proximity to the security incident,
or the believed location of the security threat, to which access is denied?

RZFAFITITNEI 7RI, FBR L OB HLEBDNLEANICI N T, 22
DT 7w AR T DB NOHI R IR E SN DT LR > TNDA?

2.3.3

Are restricted areas searched as part of the search of the ship?

BRI IR NV —F D3t G L7 o> T 5h

3. HANDLING OF CARGO EBD A

3.1

Are there routines in place for checking of cargo, cargo transport units and cargo
spaces prior to, and during, cargo handling operations?

B, Bk =y~ BYXKEE, WRETR O RPICTF =y 7 5T EA S
STV 2

O

O

3.2

Is there evidence, through records, that the procedures (cargo control) are followed?

FIEIZHE > TEMHIZIT > TODEOFEIL GRS 238 2D?

3.3

Is the handling of cargo supervised by the ship personnel (S50)?
AR VEEDAR MO A H (SSO) IZIVEESI T DA

3.4

Are there procedures for handling of dangerous goods or hazardous substances?

fEBRMIA EWE OB FIADH D02

3.5

Is an updated inventory kept on any dangerous goods or hazardous material carried
on board?

WS EC AL ZYE DAL~ NI ST SRS LT D2

O |g|o|gd

O ojo|o

3.6

Are any checks carried out (procedures for) to ensure that cargo being loaded matches
the cargo documentation?

F#REY I ERLE —BL DR T 270 OF =y 7 BFIEEVITH I TN
2032

O

O

3.7

Is the procedures for cargo checking communicated to PFSO?

EBWF =7 DOFENEIL, PFSOIZEIHE THDHH?
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Sample of Report for Ship Security Assessment

4" stage

Rev. I (Aug. 2003)

Checklist for Initial On-scene Security Survey

Observation (including possible

Countermeasures to be taken

) ol YES NO vulnerabilities) 25
PIEIB R LR B DB DT YR BT (53 B ST RS BRE~NEXIH
Are there procedures ensuring, in liaison with the port facility, that vehicles to be
loaded on board car-carriers, ro-ro and passenger ships are subjected to search prior
3.8 to loading, in accordance with the frequency required in the SSP? | O
F B H#fit . ROROFRE MM FERL S D B, PR & OEHE D 1 | FHAT AT
SSPITREIVHEITHE, B —F § 5L LAe>TODH?
39 Is checking of seals or other methods used to prevent tampering? n n
' ANIEBIRZ B 927012, HEIOMERE &K BZOMORE L AV HH TVDHH?
370 Is cargo being checked visually or by examinations? n n
‘ EVEER IR EICE S TT =y 7SR T050?
311 Is scanning or detection equipment, mechanical devices or dogs being used? N 0

AF =27 BN, 2R BT RBHNGILTNDD?

3-2.ZHANDLING OF CARGO — RECOMMENDED MEASURES FOR SECURITY LEVEL

2 EBDRRE—RZL ~IL 2 (51 BHELET BB

3.2.1

Are more detailed checking of cargo, cargo tramsport units, and cargo spaces
performed? Are records on the same kept onboard?

51y, TG =y R OVE IO TR 53878 F =y 7 E S TN DDN?
Z DRI E SHLTD0?

O

O

3.2.2

Are checks intensified to ensure that only the intended cargo is loaded?

TESNCEMDOHBDPEBSNDILLMER T D720 Ty 7 MBHESTL T D70

3.2.3

Is the searching of vehicles to be loaded on car-carriers, ro-ro and passenger ships
intensified?

H B HAL & OROROFKE AT S LD H M O Y —F 3L S T %07

3.24

Is the frequency increased in checking of seals or other methods used to prevent
tampering?

WELZ B IE T A7 DEEIF =7 XTZF DD FIEDHEN EIF S TDH?

325

Is cargo being checked with increased frequency and detail of visual and physical
examination?

H A e O BRI A X BT = 7 OB & BT Q0D i, KVFEH
(ZFEML TVDD2

3.2.6

Is the frequency of the use of scanning/detection equipment, mechanical devices, or
dogs increased?

AX vy =T R, SR E I RICIDRAEDEEZ LT CQDh?

ClassNK

Page-22




Sample of Report for Ship Security Assessment

4" stage

Rev. I (Aug. 2003)

Checklist for Initial On-scene Security Survey

Observation (including possible

Countermeasures to be taken

. YES NO vulnerabilities)
PIEIBBREBEBE DR DT =YX} X RS NEXIEFE
BIEFEH (ELoNSHEHMHEESE)
Are enhanced security measures coordinated with the shipper or other responsible
327 party in addition to establishing agreement and procedures? O |

BEBLOTFIAZHNLTHZLITMA, LS IR LR E I EH LIt E
EFELEREL TV

3-3.HANDLING OF CARGO — RECOMMENDED MEASURES FOR SECURITY LEVEL 3

LMD —(REIL L 3 12517 BHELE T B8 NDA

At security level 3, is the ship prepared to respond to and implement any security
instructions issued by the Contracting Government that has set the security level 3?

33D | el SABIBTIL, CRERE LR E D T SR s eosee | O | D
STWNDHD?

332 Is the loading or unloading of cargo suspended? n n

- BT BEA NI B ST 5032

Is the inventory of dangerous goods and hazardous substances carried on board

3.3.3 | verified? | O
FEBRIIA EE DAL SN —E, BREESILTNDA?

4. SHIP’S STORES #5/H45
Are there procedures in place for supervision of the delivery of ship stores (to prevent

4.1 acceptance without inspection)? | O
BRAERUICZITIRDZEZ T it OMAZ R 2 FIRIZH D032
Are there procedures for handling of ship’s stores to prevent acceptance unless

4.2 ordered? | O
HESCL TRV dn & BB IR H5793?
Is there evidence, through records, that the procedures (ship’s store control) are

4.3 followed? | O

FIAE ( N DDO)'_E@) LT;E’)VCI/ DO &%T‘J‘Jb%(uﬂﬁ) NHDHM?

Is an updated inventory on any dangerous goods or hazardous material carried on

4.4 board? | O
fEBRIA EM DR DAL N —Idih EIZH D02

45 ]s ship’s stores and package integrity being checked? n n

' i T OB DB SN QO ERE O T T =y 7S 503?

For ships regularly using the port facility; are procedures established with the port

46 facility to cover notification and timing of deliveries and their documentation? O |

TE A B BRIE 5% AR A 3 AR DN T ST L i /iR RS RE AR ESE A 1
HET D72 OFNAN YL sk & OB THESLS U TN DDN?
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Sample of Report for Ship Security Assessment

4" stage

Rev. I (Aug. 2003)

Checklist for Initial On-scene Security Survey

Observation (including possible

Countermeasures to be taken

. YES NO vulnerabilities) .
BEDZBDF YR 2B~ E A I
DRBREREDZ D7 =705 BT (52 NS BTE 5 ) RE~EHER

47 Are stores checked if matching the order prior to being loaded on board? n n

) FAIABRNA—F —E—F L TN T =y 7SI TNDDN?
48 Is immediate secure stowage of ship’s stores ensured? n n

' RIS IND T E LR TNDH?
4-2.SHIP’S STORE — RECOMMENDED ADDITIONAL MEASURES FOR SECURITY LEVEL 2 #5745 — (REL-~IL 2 (25517 SHLE T BB WD
421 Are checks exercised prior to receiving stores on board and intensifying inspections? N n

- i S AR B KO A L ATIC T = Z RS TD03?
4-3.SHIP’S STORE — RECOMMENDED ADDITIONAL MEASURES FOR SECURITY LEVEL 3 #3753 —(RZ L1 3 124517 S48 T B8 MDIF

At security level 3, is the ship prepared to respond to and implement any security
instructions issued by the Contracting Government that has set the security level 3?

P31 RS ABITBTIE, TR R LSRR T B i s T o | O D
STNDH?
432 Are ship’s stores more extensively being checked? n n
T | SOIEHPRICT =y 7S TODAN?
433 Is the handling of ship’s stores restricted or suspended? n n
- BB THIBRAINZ 5o T IESEHITVDA?
434 Does the ship refuse to accept new deliveries of ship’s stores on board the ship? N 0
T | BT EICRE AL ORI 2T Lo TNDA?
5. UNACCOMPANIED BAGGAGE FI[ZEF#i#y
Are there procedures in place for how to handle and where to store unaccompanied
5.1 baggage? O O
IR TFAA) D BN 571 K O OPRE S5 AT B T2 FINED B 57032
57 Is there evidence the pro€edures are followed? [ n
' FNEIHES TN DT LD B D32
Is any unaccompanied baggage being appropriately screened (100%) and searched
(by port or ship), before it is loaded onboard the ship?
33| EOXORBIE T HAA A 2 TR LY —F (Y i s an | O D
Do o> TNDDN?
Are there procedures and measures in place for close cooperation with the port facility
54 to ensure that unaccompanied baggage is handled securely after screening? O |

FRAR R TR D Z LA HEFRIT T D72, MBS TR LB B2 L &0 FIE
B OSKERD3273?
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Sample of Report for Ship Security Assessment

4" stage

Rev. I (Aug. 2003)

Checklist for Initial On-scene Security Survey
PIEIBIBHR R B DB DT = YR

YES

NO

Observation (including possible

vulnerabilities)

BIEFEH (TN SHEH1EEE L)

Countermeasures to be taken

BRENEXIEF

5-2. UNACCOMPANIED BAGGAGE - RECOMMENDED ADDITIONAL MEASURES FOR SECURITY LEVEL 2
FEF R — (REL~IL 2 251 SR T BB N DX

5.2.1

Is 100% of unaccompanied baggage being x-ray screened?

BEE TR T N TUXRICE DAY — =0 TN TS S I TNDDN?

O

O

5-3.UNACCOMPANIED BAGGAGE - RECOMMENDED ADDITIONAL MEASURES FOR SECURITY LEVEL 3
FIEF R —(REL~IL 3 251 BHEAET BB WD

At security level 3, is the ship prepared to respond to and implement any security
instructions issued by the Contracting Government that has set the security level 3?

331 BB SASTEO TR, SRR ENS T s iricmisy s | O | U
STNDHDN?
Are such baggage subjecting to more extensive screening, for example x-raying it from
5.3.2 | atleast two different angles? O
FELWAZY— =2 7RSI TS 20T, RAKRIE 5255 [0 B DO XA D B
533 Is the handling of unaccompanied baggage restricted or suspended? [ n
- B OZHIFRAS N Z S0 T IS TN D7)3?
534 Is the ship refusing to accept unaccompanied baggage on board? [ n
- ARARIFFE AL B L TOD0N?
6. MONITORING THE SECURITY OF THE SHIP #MHDIRZIZX] 75812
Are there procedures for inspection, testing, calibration and maintenance of any
6.1 security equipment onboard? | O
FTANTOREHEZFITOWT, A, T AN BIE R OO FIED 95722
6.2 Are restricted areas being monitored? n n
] IR T, Bt T2
6.3 Are deck qreaz being monitored? n n
AR XIS T Dh?
6.4 Are surrounding areas being monitored? n n
] o JE P FREE R S T2
6.5 Is the security communication equipment readily available? N n
) PR i E R ORI R L T %7
66 Is security information readily available onboard? N N
‘ RZZBIFTDE TN DO THAFL QDD
6.7 Is and automatic intrusion detection device fitted onboard? N N

HER AR E S T )50

ClassNK

Page-25




Sample of Report for Ship Security Assessment

4" stage

Rev. I (Aug. 2003)

Checklist for Initial On-scene Security Survey
PIEIBIBHR R B DB DT = YR

YES

NO

Observation (including possible

vulnerabilities)

BIEFEH (TN SHEH1EEE L)

Countermeasures to be taken

BRENEXIEF

6.8

If so, does it activate an audible and/or visual alarm at a location that is continuously
attended or monitored?

(A BRABEILENMT O TODEE) 2 5% E 8 (TR OV L) 238 I 24 15 33
B SN CODGATICHE R N0

6.9

Is security equipment installed onboard maintained, working properly, and readily
available?

iSRG IHER T HELS N BIEDS B THY, WO THRIHTED)?

6.10

Are procedures established to ensure that monitoring equipment will be able to
perform continuously, including consideration of the possible effects of weather
conditions or of power disruptions?

KGR UIEEICLD P REVEDO H DB A ZET DI Laaw | BRI E D ki
HICAFEN T 5283 TEDTLEMER T DO D FIAD LS I TN D)?

6.11

Are the ship's deck and access points illuminated at all times while conducting
ship/port interface activities or at a port facility or anchorage?

RO/ PEIE DA v 2 —7 = — AT DM #iA - BEEP O E R LK 0T 7'
ARAMIAS TN %72

6.12

Is the ship using the maximum lighting available while underway, consistent with safe
navigation? (Having regard to the provisions of the 1972 COLREGS)

FLHE | 2e AN SR SR T STR NP TR R PROBRBA 23 F) ] T&%7>? (COLREG
Bea)

O

O

6.13

Is the lighting sufficient to ensure the ship’s personnel to be able to detect activities
beyond the ship, on both the shore side and the waterside?

FREAVE, BRI, MR OASAAEIC BT D AN DBV E LA T DI +503?

6.14

Is the lighting coverage including the area on and around the ship?

HR A 6 D ARG B ORI D30 2 A TN %702

6.15

Is the lighting coverage facilitating personnel identification at access points?

ANDH TEHEBEATHIT 7R ARA L NI S TODH?

oo O

6.16

Is the lighting coverage provided through coordination with the port facility?
VR it % & D W 2 8 U R B PR A IR LA 57002

O

O
0
0
0

6-2.MONITORING THE SECURITY OF THE SHIP - RECOMMENDED MEASURES FOR SECURITY LEVEL 2
MRIDRZNS T BEHE — RZL Vb 2 1251 SHLRE T SIEWDI FE

6.2.1

Is the frequency and detail of security patrols increased?

REDTHOKBITHEZE LT TV THONDD?

O

O

ClassNK

Page-26




Sample of Report for Ship Security Assessment

Rev. I (Aug. 2003)

4" stage
. . . Observation (including possible
Checklist for Initial On-scene Security Survey YES NO vulnerabilities) Countermeasures to be taken
= ) 2B~ E S I
PIEI B HRERE DR DT = 7YX BT (%53 BB B RS RS NEXIEFE
622 Is the coverage and intensity of lighting increased? n n
- R B RS E O BE A LI b0
623 Is the use of security and surveillance equipment increased? n n
- HREA DI 36 L OSSR 2 NS 557022
624 Is additional personnel assigned as security lookouts? n n
- PR AR B 2800 T %9?
Is coordination with waterside boat patrols, and foot or vehicle patrols on the shore-
side, ensured when provided?
6.2.5 U ]

A—MZEDAK E S E— 1 B EAOESRS LIZE @ IZLS/ S e — L3 EfaS i
DA, ZIEHET DI L2 TNDDN?

6-3. MONITORING THE SECURITY OF THE SHIP - RECOMMENDED MEASURES FOR SECURITY LEVEL 3
DRSS T SEH — IRZL /L 3 ICF51T SHELE T SIENDHFE

6.3.1

At security level 3, is the ship prepared to respond to and implement any security
instructions issued by the Contracting Government that has set the security level 3?
TRZL VBB TE, ZIVERRE LTI E 338§ 2 H5 /R i T~ 2 MEfi A3
S TUNDHH?

O

O

6.3.2

Are all lighting switched on?
T ARTORBHAD ST S TODD?

6.3.3

Is the vicinity of the ship illuminated?
ARAADIT TS TN %72

6.3.4

Are all on board surveillance equipment capable of recording activities on, or in the
vicinity of, the ship?
T RTOEREEE I M EOL LITEF OB &2 ik TED Lo T D03?

6.3.5

Is the length of time such surveillance equipment can continue to record maximized?

ERA % SN Ol RN [ - FAN A S NG VRN

6.3.6

Is underwater inspection of the hull of the ship prepared for?
FRARKE FERAE TEDINTRSTNDNN?

oo 0o |o|d

oo o o|jo

6.3.7

Are measures initiated, including the slow revolution of the ship’s propellers, if
practicable, to deter underwater access to the hull of the ship?

#etE A (TRETHIIT) DoV EHRS T iR ~DT 7t 2% M1k D HE D35
EURY VR

O

O

7. OTHER €D
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Sample of Report for Ship Security Assessment

4" stage

Rev. I (Aug. 2003)

Checklist for Initial On-scene Security Survey
PIEIBIBHR R B DB DT = YR

YES

NO

Observation (including possible

vulnerabilities)

BIEFEH (TN SHEH1EEE L)

Countermeasures to be taken

BRENEXIEF

7.1

Is the ship fitted with a security alert system?
FRARICIE, PRZEHIEE (SSAS) ATV T HAL TN D7?

7.2

Is the security alert system working as intended? (Not raising alarm on board,
transmitting information to shore?)

HHL72EB0IT, R EREEPMEBL THD0? (N OERA 25720 X
(3, BE EICTEHERE LR )

7.3

Are there at least 2 locations onboard where the alert system could be activated (on the
bridge and at least one other location)?

DI EB2DOB/ATITIV T, EHEE MEB TE50? (ItE X O D 1 &P

7.4

Is the alert system protected from inadvertent initiation?

PEB R E D EHIEE T fRESN TV

7.5

Are there procedures for the use of the ship security alert system

ARARPR e AT DR N B D FIAD $H 572

7.6

Are the locations for the activation of the alert system identified? (Must be kept in a
restricted/confidential document)

BHALE A FRISE DB AT E SN TND03? (B SR L L CTRFFEN TV 5
7?)

7.7

Is there any area that may, if damaged or used for illicit observation, pose a risk to
persons, property, or operation onboard the ship, at this port facility?
COWERIRRIZIBNT, bLBHEL LA LT NERER OO I Ve
BAT, AROE B MRS TR R RIE T SR KR ET S
2
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